
Network Security Associate
The first Network Security Associate certification teaches you about the threat landscape. This course provides you with a basic 
understanding of the ever-increasing threat landscape that impacts networks today.

The Fortinet Network Security Expert (NSE) program is an eight-level training and certification program that is designed to provide interested 
tecnical professionals with an independent validation of their network security skills and experience. The NSE program includes a wide range of 
self-paced and instructor-led courses, as well as practical, experiential exercises that demonstrate mastery of complex network security concepts.
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Network Security Associate
After you have developed a solid understanding of the threat landscape and the problems facing organizations and individuals, you will learn about 
the evolution of cybersecurity. In the second Network Security Associate level certification, you will learn about the types of security products that 
have been created by security vendors to address the security problems faced by networks and organizations.

Network Security Associate
The third Network Security Associate level certification introduces you to key Fortinet products and describes the problems that those products 
solve. This course covers use cases, provides insight in to the market segment and competitive landscape, discusses what questions to ask the 
customer, and describes other sales strategies. This certification is currently available only for Fortinet employees and channel partners.

Network Security Professional
The Network Security Professional designation identifies your ability to configure, install, and manage the day-to-day configuration, monitoring, 
and operation of a FortiGate device to support specific corporate network security policies. The Network Security Professional training is 
composed of two courses: FortiGate Security and FortiGate Infrastructure.

Network Security Analyst
The Fortinet Network Security Analyst designation recognizes your ability to implement network security management and analytics using 
Fortinet security devices. The Network Security Analyst curriculum offers four courses. Fortinet recommends this curriculum for network and 
security professionals who require the expertise to centrally manage, analyze, and report on Fortinet security devices.

Network Security Specialist
The Network Security Specialist designation recognizes your comprehensive skills with fabric products beyond the firewall. This designation is 
recognized after you achieve at least four Fortinet Specialist certificates on Fortinet enhanced products. The curriculum offers nine courses. We 
recommend this for network and security professionals who are involved in managing and supporting specific Fortinet security products.

Network Security Specialist
The Network Security Specialist designation recognizes your comprehensive skills with fabric products beyond the firewall. This designation is 
recognized after you achieve at least four Fortinet Specialist certificates on Fortinet enhanced products. The curriculum offers nine courses. We 
recommend this for network and security professionals who are involved in managing and supporting specific Fortinet security products.

Network Security Expert
The Fortinet Network Security Expert designation identifies your comprehensive and expert knowledge of network security design, configuration, 
and troubleshooting for complex networks. To attempt the exam, candidates must have related industry experience. We recommend that you 
complete the appropriate Professional, Analyst, Specialist, and Architect designation training and have extensive experience with Fortinet products 
in a production environment. The Fortinet Network Security Expert designation does not include training.


